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В Україні для забезпечення реалізації державної політики у сфері цивільного захисту функціонує Єдина державна система цивільного захисту (ЄДСЦЗ), яка складається з функціональних і територіальних підсистем та повинна забезпечувати необхідний рівень безпеки життєдіяльності в умовах надзвичайних ситуацій різної природи [1–3]. У процесі функціонування ЄДСЦЗ являє собою систему з рознесеними у просторі та часі складовими, які пов’язані між собою великими потоками різного роді інформації [4].

В роботі [5] представлено результати розповсюдження ризико-орієнтованого підходу для оцінки виникнення загроз для інформації, що циркулює у процесі функціонування ЄДСЦЗ, як системи з рознесеними у просторі та часі складовими, які пов’язані між собою великими потоками різного роді інформації. Представлені результати є однією з складових комплексного підходу щодо розвитку наукових основ формування системи національної безпеки держави.
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